Gobierno y Gestión de Seguridad de la Información

Principales Normas

Estructura de consejo

Junta de Supervisión

Junta Directiva

Consejo de Administración

Gestión Operativa

Procedimientos y Tecnologías

Identificación de activos críticos

Evaluación de riesgos

Implementación de controles

ISO/IEC 38500:2015

Uso eficaz, eficiente y adecuado de las TI

Principios de Gestión Organizacional

-Responsabilidad

-Estrategia

-Adquisición

-Desempeño

-Conformidad

-Comportamiento

Evolución a ISO/IEC 38500:2024

Optimización del uso de la tecnología

Principios de gobernanza y TI ampliados

Compromiso de los Stakeholders

Marco actualizado para la gobernanza de TI

Cohesión entre las estrategias de TI y los objetivos generales de la empresa

Interacción y comunicación efectiva

Adaptación y aplicación de la norma en contextos específicos

ISO/IEC 27001

Gestión de riesgos de seguridad de la información

Confidencialidad

Disponibilidad

Integridad

Disposición controlada de la información

Accesibilidad y utilidad por entes autorizados

Salvaguardar la exactitud y completitud

Formular, aprobar y difundir la política del SGSI

Asignar roles y responsabilidades a personal de seguridad

Programas de concientización y formación

Definición de criterios y aceptación de riesgos

Promoción de auditorías internas y revisiones periódicas